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GIAC Certified Forensic Examiner

Course Modules

1. Browser Forensic Artifacts
Understanding of the forensic value of browser artifacts.

2. Browser Structure and Analysis
Understandng of common browser structure & analysis techniques.

3. Cloud Storage Analysis

Understanding of the artifacts created by the installation and use
of cloud storage solutions and how they can be used during forensic
examinations.

4.Digital Forensic Fundamentals

Understanding of forensic methodology and key concepts, and be
familiar with Windows filesystems and registry structure.
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GIAC Certified Forensic Examiner

5. Email Analysis
Understandng of the forensic examination of email communicatns,
including client, web-based, mobile, and M365.

6.Event Log Analysis

Understndg of the purpose of the various types of Windows event,
service and application logs, and the forensic value that they can
provide.

7. File and Program Analysis

Understanding of the artifacts created by the Windows operating
system during the execution of programs, or activity specific to
folders and files.

8.Forensic Artifact Techniques

Understanding of the approach and tools used to collect forensic
evidence required for triage analysis.
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For Enquiry: +91 8680961847

9.System and Device Analysis
Understanding of file access artifacts created by the Windows
operating system and USB devices.

10. User Artifact Analysis

Understanding of the artifacts created by user account(s) and
activity on current Windows operating systems.

Free Advice: +91 9600579474
www.zetlantech.com



E‘.
13

[=]

nRE 0

ZETLAN TECHNOLOGIES

www.zetlantech.com

-
’’’’




